* 1. Угрозы доступности, классификация.
  2. Угрозы целостности, примеры.
  3. В каких случаях не требуется согласия субъектов ПД на обработку их ПД.
  4. В каких случаях не требуется уведомлять уполномоченный орган об обработке ПД.
  5. Понятие коммерческой тайны и сведений, составляющих коммерческую тайну.
  6. Понятие государственной тайны. Степени секретности. Ответственность за разглашение гостайны.
  7. Понятие ПД. Ответственность за разглашение ПД.
  8. 28 глава УК РФ.
  9. Какие меры необходимо принять на предприятии, чтобы режим коммерческой тайны считался установленным.
  10. Оранжева книга: критерии оценки степени доверия.
  11. Оранжева книга: уровни доверия и классы безопасности.
  12. Оранжева книга: виды гарантированности.
  13. Оранжева книга: понятие доверенной вычислительной базы, монитор обращения.
  14. Оранжева книга: произвольное управление доступом, безопасность повторного использования объектов.
  15. Оранжева книга: метки безопасности, принудительное управление доступом.
  16. Общие критерии: понятие профиля защиты и задания по безопасности.
  17. Административный уровень ИБ. Понятие политики безопасности. Уровни политики безопасности (ПБ). Содержание ПБ верхнего уровня.
  18. Содержание ПБ среднего уровня. Содержание ПБ нижнего уровня.
  19. Процедурный уровень ИБ. Классы мер процедурного уровня и их содержание.
  20. Программно-технический уровень ИБ. Основные и вспомогательные сервисы безопасности.